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PowerConnect for Elastic provides the ability to:

Gain visualization, monitoring and analysis of Correlate SAP events in Elastic - empower your
SAP system landscapes Security Operations Center (SOC)

Increase the rate of SAP data retention and add

context to better understand holistic business

health and supporting processes

Make performance improvements up to 10x
and reduce licensing costs by 75%

Utilize SAP-certified PowerConnect add-ons
from a growing library of data extractors and
Elastic dashboards

Streamline compliance and audit reporting to
pass SAP audits

Simplify threat detection to quickly identify
suspicious user activity and insider fraud

Improve investigation efforts with quick access
to timestamped records of system changes and
user activity
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Integration with:

SAP S/4HANA® Cloud SAP S/4HANA®

SAP NetWeaver®

SAP Certified @’ RHONDOS
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PowerConnect for Elastic provides
visualizations across systems

Out-of-the-box dashboards display hundreds of insights into
system health using data extracted across entire SAP landscapes.

SAP PowerConnect for Elastic — Security and Compliance SAP PowerConnect for Elastic — Batch Job Monitoring
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With PowerConnect for Elastic, access the following instantly:

(G SAP User Behavior Analysis (5 Login by privileged user (C RSUSR200/003 Reports
(5 Logins, Permissions and Change (5 Users w/ Default or Known Password (5 Batch job advanced monitoring
2 (5 Client Open for Change (5 ABAP dump overview

(5 Risk Assessment

@ elastic
(5 Suspicious Login Activity
(© Anomaly Detection ——— T;g;*g

(5 User Activity and Password Status

(5 Successful and Failed GUI & RFC
Logins

(G Number of Logged in Users -
(G Role and Profile Changes St

network?

@timestamp per 10 minutes.

G Users by type and Instance
(5 Change in RFC Destination
(0 Failed Transaction Start

(5 Login by multiple IDs on 1 terminal

(5 Execution of Sensitive Transactions : S
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